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Abstract
Efficient human resource management is key to the achievement of organisation’s goals and a robust security-driven Human Resource Management System (HRMS) provides the much needed platform for ensuring transparency all through the way. This research presents a robust, multi-level, scalable role-based HRIS System for the Nigerian Air Force. A Model-View-Controller design pattern was employed in the implementation of the NAF HRM system. The implementation was carried out using additional levels of security and encryption. The system consists of four modules such as Admin, personnel, security and reporting, all interacting together to achieve the goal of the system.
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1. BACKGROUND OF THE STUDY

Human Resource Management is the process of acquiring, training, appraising, and compensating employees and attending to their labor relations, health and safety, and fairness concerns (Dessler, 2004). A Human Resource Management System (HRMS) is also a software application that combines human resources functions including recruiting and training, performance analysis, benefits administration and review into one package (Williams, 2001). Several organizations make use of the Human Resource Information System (HRIS) also known as HRMS. An HRIS is a systematic procedure for collecting, storing, maintaining, retrieving and validating data needed by an organization about its Human Resources (HR), personnel activities and organizational unit characteristics (Alfred, 1982). HRIS in the military is far more complex and far-reaching than personnel management in the private sector. Military personnel management has a responsibility of following the service members from the moment they are recruited into the military till they retire and essentially for the rest of their lives (Garamone, 2006).

Most HRIS are off-the-shelf system suitable for most civil organizations. Presently, countless HRIS exist in the Armed Forces of advanced countries like the United States (United States Air Force Personnel Centre, 2006). These HRIS cannot be adopted by the Nigerian Air Force (NAF) because of the size, capabilities and roles assigned to the NAF. Colin’s Dictionary defines security as “the state of being secure or the protection of data to ensure that only authorized personnel have access to computer files”. A HRIS system exists in the NAF, but adequate provision was not made for different levels of security. It is not surprising therefore that a lot of discrepancies exist in its personnel management department. This is as a result of insecure data leading to loss of valuable information.

In today’s corporate world, Human Resources Management (HRM) has come to play a very critical role in business. It is used in employment, redeployment, training and even motivation. The human resource department of any organization enjoys a central role in not only formulating policies, but also streamlining operational process (Ambler, 2006). The NAF Human Resource Department plays a significant role in determining the quality of officers and airmen, and also in the streamlining of leadership positions.
To make a human resource department more effective and efficient, new technologies are now being introduced on a regular basis. An organization like the NAF which has been playing a leading role in contemporary African conflict resolutions will benefit immensely from the use of a security-driven HRIS.

1.1 Statement Of Problem

The NAF human resource information system falls short of an efficient and effective ways to manage its personnel record, as it is mainly paper based system and extra effort is needed to carry out daily HR task in a manner that is not sufficiently secured. The decision to conduct various HR activities on employee with a view to enhancing their skills is sometimes marred by irregularities due to misplaced or misinformed decisions which arise from inadequate organisation of personnel records. The drawback in the Existing System are as follows:

- Needs of extra manual effort.
- Not very accurate.
- Danger of losing files in some cases.
- Untimely update of personnel records.
- Lack of document security as everybody who can access the data room can access all records.
- Reduces employee’s productivity level

1.2 Objective

The main objective of this study is to design and develop a robust, multi-level, scalable role-based security HRM System for the Nigerian Air Force.

2. THE PROPOSED SECURED HRIS SYSTEM

Decisions in assigning the appropriate HR request to the right personnel and timely update of such and general personnel information is an important issue in HR system. The HR administrator should be able to accurately report the right information on all personnel. The decision in making analysis about employee is a prime factor that determines the structure of the HR model. The proposed human resource management information system (HRMIS) as shown in Figure 1, could be incorporated into the automation of NAF HR system to properly organize and manage the personnel record in a more secured and efficient way.

The proposed system provides detailed general information about NAF personnel along with educational, certifications, skills, deployments, and training information. It also provides secured access to these information with various information access level that is flexible hence it can be configured by the system administrator. It enhances the HR management in adding, viewing, updating and reporting various employee details.

As depicted in Figure 1 below, the proposed system is broken down into modules which interact together to achieve the goal of the system. This approach makes it easy to add new modules such as payroll or remove existing modules without having to stop the entire system from working. These modules and the functions they provide are enumerated in Table 1.
Figure 1: Proposed Secured HRIS System

Table 1: Summary of the HRIS Modules

<table>
<thead>
<tr>
<th>S/N</th>
<th>MODULE</th>
<th>FUNCTIONS</th>
</tr>
</thead>
</table>
| 1.  | ADMIN                         | 1. Add users  
2. Manage existing users  
3. Manage system settings (units, rank etc.)  
4. Users access control management |
| 2.  | PERSONNEL INFORMATION         | 1. Add personnel details  
2. Update personnel details  
3. Update personnel educational details  
4. View personnel nominal roll  
5. Create training record  
6. Update personnel training record  
View personnel training records. |
| 3.  | REPORTING                     | 1. View/print personnel details  
2. View/print personnel training history  
3. View/print personnel nominal roll  
4. View/print system users list  
5. View/print personnel educational qualifications  
6. View/print personnel deployment history |
| 4.  | SECURITY MODULE               | 1. Handles users authentication and authorization  
2. Encrypts in coming data  
3. Decrypts outgoing data |

Security | HRMS | Nature of Information | Security | Organisation | Queries | Output
--------|------|-----------------------|----------|--------------|---------|---------
The various users of the system are assigned roles/actions that they can perform in the system with high level of authorisation and authentication mechanism to enforce total security of the system and the information it manages. In order to ensure that operations in the system are role-based, the users are classified into two categories: Admin and Personnel.

Admin refers to the user that has the rights and privileges assigned to him/her to add/modify records in the database of the HRIS. He/she has the right to Add/Modify all employees/officers records, Add/Modify all training details, and can as well check/view other employee and training details.

Personnel refers to the class of users in the HRIS that when they login, can only check/view their employment and training details.

3. SYSTEM DESIGN

System design is the process or art of defining the architecture, components, modules, interfaces, and data for a system to satisfy specified requirements (Dubberly, 2006). One can see it as the application of systems theory to product development.

3.1 Use Case Diagram

A use case in software engineering is a description of a system’s behavior as it responds to a request that originates from outside of that system (Booch et al, 1998). In other words, a use case describes "who" can do "what" with the system in question. The use case technique is used to capture a system's behavioral requirements by detailing scenario-driven threads through the requirements. Figure 2 is a Use Case for the proposed system.

![Use Case Diagram For The Proposed HRIS](image-url)
### 3.2 Class Diagram

Class diagrams are the most common diagrams found in modeling object-oriented systems (Malik, 2003). A class diagram shows a set of classes, interfaces, and collaborations and their relationships. Graphically, a class diagram is a collection of vertices and arcs. Figure 3 shows the Class Diagram for the system under design.

![Class Diagram](image)

**Figure 3: Class Diagram For The Proposed HRIS**

### 3.3 Activity Diagram

An Activity Diagram in Figure 4 is essentially a flow chart showing flow of control from activity to activity. They are used to model the dynamic aspects of a system. They can also be used to model the flow of an object as it moves from state to state at different points in the flow of control (Sunye et al, 2008). An activity is an ongoing non-atomic execution within a state machine. Activities ultimately result in some action, which is made up of executable atomic computations that result in a change of state, this distinguishes a use case diagram from all other kinds of diagrams is its particular content.

![Activity Diagram](image)

**Figure 4: Activity Diagram**
3.4 Dataflow Diagram
In designing a system, multiple data flow diagrams are required to represent a system. Figure 5 shows the context diagrams for the Nigerian Air Force Human Resource System. The context diagram represents the entire system under investigation. This diagram is drawn to clarify and agree on the scope of the investigation. The system under investigation is represented as a single process, connected to external entities by data flows (Weaver, 1993). A context diagram clearly shows the interfaces between the system under investigation and the external entities with which it communicates. Therefore, whilst it is often conceptually trivial, a context diagram serves to focus attention on the system boundary and can help in clarifying the precise scope of the analysis (Kozar, 1997).

![Security module](image)

Figure 5: Context Diagram

3.5 Level-0 Diagram
A level-0 diagram is a diagram showing the system itself. It pictures the major processes along with the external entities, data stores and data flow. It is a single, top-level diagram of the system, and does not describe each process in detail. Parts of the diagram can be expended or exploded using more detail sub diagrams. It describes the overall processing of the system, show one process for each major processing step or functional requirement (Avison and Fitzgerald, 1991). Data flows from the context appear on system diagram also (level balancing). It can show a single data store to represent all data in aggregate at this level. It can also draw duplicate sources, sinks and data stores to increase legibility as shown in Figure 6.
Figure 6: Level-0 Diagram
3.6 Data Flow Diagram
The data flow diagram in Figure 7 gives an overview of the security process in the proposed implementation.

Security Mechanisms

![Security Mechanisms Diagram]

4. COMPARATIVE ANALYSIS OF HUMAN RESOURCE MANAGEMENT SYSTEMS

Human resource systems involved in this comparative analysis include Orange HRM, Nigeria Defence College HRM (NDC HRM), Nigeria Air Force HRM (NAF HRM). See (Odun-Ayo, 2014) for detailed discussion on each of the system. The Nigeria Air Force Human Resource Management (NAFHRM) System is specifically built for use in highly restricted establishments like the Nigerian Air Force. It has a superior application security layer for securing operations within the system. In order to highlight the advantages and disadvantages of the applications selected for this comparative analysis certain areas common to these applications will be analysed.
These areas are namely: (i) User Authentication; (ii) User Authorisation; (iii) Operation Security Levels and (iv) Data Encryption. Each of the above bases of comparisons is described and all three human resource applications are analysed under each of the parameters.

(i) **User Authentication**
In computing user authentication is known as a process or set of processes that enable the system to confirm that a user is whom he/she say they are. A typical authentication process involves the system collecting login credentials (in most cases a username and a password) from the user. Once the system collects these credentials from the user it searches for matching credentials that are stored in the system’s database. If there is a match, the system allows the user access and displays the next screen the user should see. If there is no match the system notifies the user with a custom message. Figures 8 – 10, are screen shots of how each of these various human resource systems implement user authentication.

Figure 8 depicts how the Orange HRM system accepts the user’s login credentials. This is then compared to user credentials stored on the database. The major limitation with Orange HRM is its inability to transfer data over a secure network connection.

Figure 9 shows how NDC HRM accepts the user’s login credentials. This is then compared to user credentials stored on the database. The major limitation with NDC HRM Application is its inability to transfer data over a secure network connection.
Figure 9: NDC HRM User Authentication

Figure 10 shows the screenshot of the login page of NAF HRM. The user’s login credentials are accepted and compared with the records in the data store. Since NAF HRM is web based, it employs a secure (HTTPS) connection for transferring data to and from the Google server.
From the above user authentication approaches and the need for organisations to secure their human resource data, it can be seen that the first point of interaction with the user and the system for both Orange HRM and Open Applicant fail because they do not offer a secure connection for transferring the user’s sensitive login credentials. Exploiting such vulnerability requires some skill on the part of the attacker, but it is possible to steal the user’s data over the network. It is for this reason that NAF HRM employs a secure HTTPS connection when transferring user login credentials to and from the server. Using such a connection allows all data transferred over the network to be encrypted, hence making it near impossible for an attacker to intercept and decrypt.

(ii) User Authorisation

Once a user says who he/she, the next thing any computer system will do is to determine what the user is allowed to do or view on the system. The process or processes involved in determining what a user can do or view on a system is known as authorisation. Different systems employ different ways of assigning and detecting what a user is authorised to do. Orange HRM, Open Applicant and NAF HRM will all be compared on this.

Orange HRM uses a role based technique to control user access to the system while the NDC HRM does not provide any interface for user authorisation. This has a drastic drawback as the admin user will have to remember and run scripts in order to configure and setup user authorisation. This makes the application hard to use and implement in an organisation. The NAF HRM like Orange HRM uses a role based model to govern user authorisation on the system. The screenshot in Figure 11 is the user management module for setting up user authorisation.

![NAF Resource Manager Administration Panel](image)

**Figure 11: NAF HRM Role and Permission Settings Screen.**

NAF HRM requires that ranks (Pilot officer - Marshal of the Air Force) be created first with permissions assigned to them before users are created and saved. NAF HRM uses permissions that are clearly spelt out as to what they allow the user to do. For example one of the permissions available is called “Can view aircraft info”, from the name of the permission it can clearly be seen that with this permission the user is allowed to “view” - “aircraft info”. This manner of managing permissions is far more user friendly than specifying “edit” or “view” or “delete”, which is employed by Orange HRM.
(iii) **Operation Security Levels**

Users may be authenticated and authorised to view or manage a certain aspect of an application but there are situations whereby an added security level will be required especially when there are several aspects of the same operation or feature in the application or members of the same rank. For example, two ranks maybe permitted to view aircraft info but a situation may arise whereby the admin may want to allow one rank to continue view aircraft info while denying the other. Now, instead of revoking the permission on one rank, the admin may just decide to alter the security level assigned to that rank. This way, several operations in the system can be control by altering their security levels. Hence, this gives a more efficient way of managing users in any human resource management system. None of the highlighted human resource management systems excluding NAF HRM implement this feature. Operation Security Levels will be further discussed within the implementation of NAF HRM.

There is a need to secure operations on the NAF HRM so as to add another layer of security and functionality, in doing this four levels of security used by the military has been implemented in NAF HRM, they are namely in ascending order: (i) Restricted; (ii) Confidential; (iii) Secret and (iv) Top Secret. Figure 12 shows the screen where security levels are assigned to ranks in the NAF HRM.

![Figure 12: Rank/Permission Management Showing Security Levels.](image)

(i) **Data Encryption**

Human resource systems are data intensive and all records are stored in one form of a database or the other. This database stores all the records captured by the application and is commonly the target for computer hackers. Security is usually not thought about until the application is developed and then fixes are pushed out on a regular basis. Therefore, almost all public human resource management Systems apply little or no data encryption at all. On the other hand, the NAF HRMS is deployed on a public domain with encrypted data, below is a comparison of the highlighted human resource management systems and a view as how they store their data.

Despite Orange HRM's ability to store large volumes of data, it still keeps data in plain text format in its database. This makes Orange HRM a soft target for computer hackers.

The NDC HRM also stores data in plain text format with no data encryption whatsoever. However, NAF HRM employs full data encryption. All user data stored is encrypted using a custom encryption algorithm. This means that even if the database is hacked and stolen the data stolen will be of no use to the perpetrators. Figure 13 shows how data is stored in the database.
From the figure above it can clearly be seen that all user records are encrypted. These records appear in form of numbers when viewed from the database but appear as plain text when view from the application by any user with the appropriate privileges. This ensures that even if the data is stolen all the person or group of persons will have is a bunch of numbers which remains meaningless until decrypted. As mentioned earlier the encryption algorithm is custom made and cannot be decrypted using known standard decryption approaches.

5. CONCLUSION

In managing employees, human resource managers have to assimilate masses of data, convert that data into information, form conclusions about that information and make decisions leading to the achievement of organisational objectives. Managers administer the personal activities associated with company employees; recruiting, training, promoting, demoting, and recordkeeping. Information technology has made it easier and cheaper for managers to gather and maintain an infinite amount of data about present and prospective employees.

An essential component in the success of managing this data is the Human Resource Information System (HRIS), a data base of personal information about each employee. Unfortunately, almost all organizations that use information technology in any substantial way are also struggling to maintain effective information security. The study established a robust, multi-level, scalable security HRM System for the Nigerian Air Force. The research work examined several existing HRIS models and to this end: A secured, role-based HRIS that can be used by the NAF and other related organisations was designed and implemented. A Model-View-Controller (MVC) Design pattern was employed in the implementation of the NAF HRM system. The implementation was carried out using additional levels of security and encryption.

6. CONTRIBUTION TO KNOWLEDGE

This research establishes a design and implementable secured HRMS for the Nigerian Airforce.
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